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[bookmark: _Toc77585789]The SHIELD Strategic Planning Process
The most obvious reason to engage in organizational strategic planning is that it provides direction and focus by way of a written document. Having a clearly articulated mission and vision enables entities to develop a strategic plan that is a literal roadmap for success. The purpose for the development of a strategic plan for SHIELD is to connect its mission and vision by addressing these three questions: 
1. What is the purpose (Mission)?
2. What do we want to achieve (Vision)?
3. How are we going to get there? (Plan)?
The SHIELD partnership was formed to develop a strategic plan that will outline a possible roadmap, within a 3-5 year timeline, for all stakeholders and partners to move the US laboratory system to interoperability through adoption of harmonized coding. The strategic plan will set the guiding principles of SHIELD’s approach by: 
· Articulating a clear mission and vision in a written document: SHIELD’s mission provides the organization with a clear and effective guide for making decisions, while its vision ensures that all the decisions made are properly aligned with what the organization hopes to achieve. 
· Driving organizational alignment: a strategic plan isn’t just a document to keep everyone on track. Having everyone participate in the strategic planning process fosters collegiality and creates an opportunity for discussion on the direction of the organization, which is why strategic planning often results in cultural transformation. In addition, the process promotes the open and creative exchange of ideas, including resolving disputes and working out effective solutions. 
· Enhancing Execution: confusion and day-to-day organizational fires are often reasons why strategic planning yields little results, but these risks can be mitigated by having a plan that is written down, with clear assignments, dues dates, and deliverables, so that all stakeholders know what must be executed by when. 
· Creating a roadmap and justify funding for leading US labs to interoperability: a roadmap allows for decision makers and leaders to be strategic when they evaluate initiatives. The overall strategic plan for SHIELD will be used to evaluate, assess and execute on key success factors and outcomes to achieve SHIELD’s goals and make it clear to key funders why this particular mission is important. The roadmap will justify SHIELD’s long term vision on three fronts: 1) public value to be created 2) sources of legitimacy and support 3) operational capacity to deliver the value
[image: ]The Strategic Plan will focus on updating laboratory systems and IVD data at demonstration sites to adhere to best practices from the FDA SHIELD IVD Semantic Interoperability Working Group. The Strategic Plan is the byproduct of collaboration from 8 committees; comprising of co-chairs, and members.  The formation of committees started during the week of April 29th into the first few weeks of May. By May 14th, all committees and committee co-chairs were identified. Simultaneously, during that second week of May Committee members were recruited, on a volunteer basis through a survey.  According to the survey responses, approximately 45 SHIELD members were ready to participate in these 8 different committees. Member profiles represented various health care and, life science industries and thought leaders in laboratory interoperability to ensure a strong representation from a variety of stakeholders and breadth of knowledge/ideas. The 8 committees were made up of the following, also depicted in Figure 1: 
1. Coordination Committee
2. Communication Committee
3. Strategic Alignment Committee
4. LIVD File Expansion Committee 
5. Implementation Committee
6. Tooling, Technology and Knowledge Management (KM) Committee
7. Industry Committee
8. Effectiveness Committee (Program Evaluation) 
To formally kick-off this 12-week strategic planning process, committee co-chairs held initial meetings to align on standard operating procedures and approach for completing this strategic plan. These meetings were then followed by committee wide membership meetings to address the most pressing strategies that aligned with the vision and mission of SHIELD.  Under the leadership of committee co-chairs, and voluntary dedicated time of committee members, each committee was asked to identify at least 3 strategies,  categorize action items for each and provide a roadmap for implementation within the 3-5 year timeline that tied to a specific budget or funding amount. These committee-level strategic plans were aggregated to create the SHIELD strategic plan.  
[bookmark: _Toc77585790]SHIELD and National Pandemic Preparedness
The COVID-19 pandemic required a rapid SHIELD focus on SAR-CoV-2 testing. And, EUA (Emergency use authorized) assays for COVID-19 testing were being authorized without the LOINC codes needed for laboratory interoperability and reporting. This ‘tragic data gap’ exposed by the COVID-19 pandemic has undermined the national response to the emergency. The challenges of establishing an adequate COVID-19 diagnostic test surveillance system in 2020 has made clear the importance of lab test result data interoperability as a condition of pandemic preparedness. 
The Coronavirus Aid, Relief, and Economic Security (CARES) Act, required “every laboratory that performs or analyzes a test that is intended to detect SARS-CoV-2 or to diagnose a possible case of COVID-19” to report the results from each test to HHS.  On June 4, 2020, the HHS announced new laboratory data reporting guidance for standardized COVID-19 testing data elements of LOINC test order, LOINC test result, SNOMED-CT test description, SNOMED-CT specimen source, and Device Identifier. These requirements posed many challenges for laboratories, one of which being unable to report COVID Data. This is amid overarching supply shortages and other difficult labs faced during the pandemic.  As a result, SHIELD developed the pandemic-specific LIVD specification for SARS CoV-2 Tests. Currently, SHIELD creates and maintains the LIVD specification promulgated through CDC for purposes of standardizing reporting SARS-CoV-2 test results. And, SHIELD provides the authoritative source of coding for COVID-19 testing and a wide variety of other assays. SHIELD Recognition:
SHIELD’s effort during the COVID-19 pandemic led to HHS recognition of SHIELD and allowed for $550M to be directed to APHL as a response to the pandemic for data modernization.

Still, laboratory interoperability remains a major obstacle to data collection and collaboration capabilities of health data systems in supporting the detection of and response to high-consequence public health threats. Laboratory data are difficult to interpret and aggregate because of differences in the way laboratories and healthcare systems code tests. Accurate, timely information on national patterns of infections, supply shortages and quality of tests require that laboratories use standardized coding across the country.

[bookmark: _Toc77585791]Scope of Effort
[Explicitly state no LDTs]

[bookmark: _Toc77585792]BACKGROUND
[bookmark: _Toc77585793]Systemic Harmonization and Interoperability Enhancement for Laboratory Data (SHIELD)
What is SHIELD? The Food and Drug Administration’s (FDA) Systemic Harmonization and Interoperability Enhancement for Laboratory Data (SHIELD) is a public-private partnership that was assembled with a singular focus on improving the interoperability and utility of in-vitro diagnostic (IVD) test data through the harmonized implementation of semantic data standards that have been appropriately qualified by a sole authoritative source. Codes for laboratory data should be interoperable; “Describe the same test same way, every time”. 
[image: ]Laboratory in vitro diagnostics (IVD) testing makes up a significant portion of Electronic Health Record (EHR) data and these test results are used in approximately 70% of decisions made that influences patient care. The misrepresented or loss of IVD test data due to interoperability failures have had critical consequences. IVDs are used to gain insight into patient’s physiologic status (e.g., glucose levels, disease presence/absence), which helps guide clinical decisions and subsequent therapeutic actions. Semantic interoperability is essential to ensuring that the IVD test results are accurately and consistently described within EHRs.
By improving the semantic interoperability of laboratory data within and between institutions, diagnostic information can be used to better support clinical decisions and enable Real World Evidence (RWE) relevance and reliability. SHIELD supports the provision of vetted and harmonized codes from manufacturers/industry to laboratories; this enables consistent representation in Laboratory Information Systems (LIS) and in the downstream EHR systems, achieving cross-institutional semantic interoperability.
Benefits of SHIELD:
· Eases administrative and clinical burden for all stakeholder groups through a unified approach
· Advances greater standards-based information exchange across laboratories and healthcare institutions
· Lays the foundation for improved semantic interoperability by implementing infrastructure that directly harmonizes the process of how laboratory data standards are practically applied to IVD test data

[bookmark: _Toc77561068][bookmark: _Toc77561310]SHIELD
Vision: Shared vision of laboratory interoperability across the US to advance innovation and reduce burdens to the healthcare knowledge workers, increase patient safety and streamline knowledge management. 
Mission: Aim to provide highly reliable laboratory knowledge to public, private, and professional organizations. 
SHIELD’s goal is cross institutional laboratory data Interoperability by developing a publicly available infrastructure to improve the quality, interoperability and portability of laboratory data within and between institutions for enabling public health reporting, healthcare research and innovation, Clinical Decision Support (CDS), regulatory decisions, outbreak monitoring, signal detection and RWE.
SHIELD will accomplish this by: 
· Conducting an exploratory analysis of healthcare terminology data to identify differences that might exist within laboratory code data in EHRs and LIS’s
· Assessing electronic healthcare system interoperability pre- and post-implementation, including comparative associations with ICD codes and CPT codes, used for diagnosis and reimbursement claims 
· Compiling and preparing findings for dissemination/publication by SHIELD and IHIs
· Increasing semantic interoperability at each IHI and be an example to share with other healthcare systems to improve regulatory decisions, realize real-time epidemiology, enhance clinical decision support and enable research related to key diseases

[bookmark: _Toc77585794]Current State:  Barriers to Laboratory Interoperability
According to Office of National Coordinator for Health Information, there are currently 6 barriers to health care interoperability[endnoteRef:1] [1:  https://www.beckershospitalreview.com/ehrs/6-barriers-to-healthcare-interoperability-according-to-onc.html] 

1. Landscape Analysis [CAP?]

1. Technical barriers - "These limit interoperability through — for example — a lack of standards development, data quality, and patient and healthcare provider data matching." 
For example, in order for systems to be interoperable, there must be a shared understanding of what certain concepts mean. In the laboratory domain, there are many examples related to how tests are defined that emphasize this point. For instance, if a printed report says that the glucose level is 100 mg/dL, and does not give any more information, most clinicians would automatically assume that this was a serum/plasma sample, as opposed to a urine sample or a sample drawn as part of a glucose tolerance test. However, electronic systems don’t have this ability to draw inferences; so, in order to transmit test results successfully, we need to have a system for ensuring that both the sending and receiving system know how to interpret and file a given result. Another example is a therapeutic drug level, such as gentamicin. If the laboratory system has only a generic definition of a gentamicin, but the receiving system has separate results choices for “gentamicin, peak,” “gentamicin, trough” and “gentamicin, random,” then it is hard to know how to link the tests between the two systems[endnoteRef:2]. [2:  https://documents.cap.org/documents/laboratory-interoperability-best-practices.pdf] 

2. Financial barriers - "These relate to the costs of developing, implementing and optimizing health IT to meet frequently changing requirements of healthcare programs," including lack of incentives for sharing information and need for business models for secondary uses of data.
3. Trust barriers - "Legal and business incentives to keep data from moving present challenges. Health information networks and their participants often treat individuals' electronic health information as an asset that can be restricted to obtain or maintain competitive advantage."
4. Administrative requirements - "Federal documentation and administrative requirements (including billing requirements) contribute to health IT burden due to outdated guidelines for evaluation and management codes that unnecessarily link payment to documentation."
5. Reporting requirements - "Federal reporting requirements in some cases add burden to healthcare providers by requiring them to report on quality measures that are not relevant or meaningful."
6. IT usability - "Health IT system design and usability barriers identified by stakeholders include ... variations in the design [of user-interfaces] that make day-to-day use complicated when a healthcare provider uses multiple systems and the lack of developer engagement with end users of health IT regarding design needs."
Insert USE CASE scenarios	Comment by Borhan, Zerina: Greg R : any examples of use cases we can pull here? I can do some research in the AM as well if needed.	Comment by Borhan, Zerina: I added one use case example under “Technical Barriers’ 


[bookmark: _Toc77585795]Future State:  US Laboratory Interoperability
It is understandable that health systems, payers, providers and hospitals are all on-board with seeking innovative yet, manageable approaches to interoperability in healthcare. Some advances in analytics, such as intelligent organization of claims, accurate diagnosis, computer assisted coding and patient insight using artificial intelligence, NLP technology and medical Machine Learning will be at the forefront of methods that will drive these endeavors forward.  Real-time data exchange of relevant healthcare information during each step of the information chain will not only improve quality of care but the efficiency in which it is delivered will be the center of value-based healthcare. Therefore, it is important to work with thought leaders in the world of interoperability in an effort to adopt SHIELD’s approach to improve their internal interoperability. 
Additionally, the COVID-19 pandemic has woken the healthcare system to the reality that the US does not have a uniform health system and that healthcare in the United States is provided by many distinct organizations. As a result, the healthcare delivery system is not as reliable as other industries. Thus, increasing the need for strong business and clinical requirements to achieve a High Reliability Organization (HRO) status and to generate reliable performance results in healthcare. An HRO model is an environment of “collective mindfulness” where all physicians, caregivers, employees, management, and key stakeholders look for, and report, small problems or unsafe conditions before they pose a substantial risk to their patients and when they are easy and affordable to fix[endnoteRef:3]. Especially, in recent years, healthcare consumers, providers, payers, and other key stakeholders have demanded better patient care, heightened patient safety and improved business outcomes. And, implementing an effective HRO model helps physician practices’ leaders and practitioners design their organizations around anticipating and preventing problems. Therefore, achieving interoperability across the U.S laboratories will put SHIELD as the driving force and center of this shared vision and common goal of achieving consistent and reliable patient care outcomes and sustainable business performance results for many healthcare entities/organizations. 	Comment by Borhan, Zerina: Greg R, I pulled some info here about HROs from what I read online. Please correct and update as you see fit.  [3:  https://symbiosisonlinepublishing.com/nursing-healthcare/nursing-health-care31.php
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Scenarios are a good place to strategic plan to end.  There are difference potential scenarios that will bring in various parts of a very large system.  	Comment by Borhan, Zerina: I didn’t quite understand where Greg P was going with this --- maybe you can fill in Greg R? 
· Creation of the LIVD coding on routine base
· Repository and authority
· Use scenarios that sustain the ecosystem?
· CAP xxx
· IVQ Data Hub

[bookmark: _Toc77561073][bookmark: _Toc77561315][bookmark: _Toc77585796]Clinical Interoperability
[bookmark: _Toc77561074][bookmark: _Toc77561316][bookmark: _Toc77585797]Expanded LIVD File
[bookmark: _Toc77585798]LAW
[bookmark: _Toc77561075][bookmark: _Toc77561317][bookmark: _Toc77585799]Supporting HIE, Public Health Surveillance and other aggregations.

Notes	Comment by Rehwoldt, Greg: There needs to be some talk of governance in the future state vision

SHIELD in the Steady State [what are the functions of SHILED in the future state]
· Convene stakeholders
· Ensure ongoing Quality of data
· Accommodate new data needs
· Accommodate new technology needs
· 

[bookmark: _Toc77585800]Highly Reliable Data/Patient Safety

[bookmark: _Toc77585801]Global Harmonization
[What is this section?  Requested by GP]

[bookmark: _Toc77585802]STRATEGIES
[bookmark: _Toc77585803]Strategy 1:  Expanded LIVD File [how from LIVD Comm]
[bookmark: _Toc77585804]Strategy 2:  Laboratory System Transformation [how from Implementation Comm]
[bookmark: _Toc77585805]Strategy 3:  Strategic Alignment
· [How to] Identification of alignment partners
1. Prepare package for Micky to speak with Agency Heads
1. Schedule meetings for Micky
1. Propose that Agencies spin up teams within the Agency
2. What are the agency barriers, review and analysis of agency policies related to SHIELD
2. Plans to reform
2. Presentations at major forums and publications
1. Phase II Strategy Development  (based on assessment and engagement by agencies)
2. Starts Year 2
1. Metrics:  (1) committees Formed and (2) plans made
1. Tools:  Planning tool for alignment
1. Phase 3:  Development of Mature SHILED governance and authority/Future State

Notes:
The Strategic Plan will also propose clearly defined lines of authority and roles and responsibilities across the SHIELD program team. SHIELD leadership works with CDRH counterparts to translate the program’s high-level strategy and priorities into actionable plans and execution at the working-level. A governance body, perhaps driven by the implementation committee can provide technical assistance and disseminate best practices and other information to support and accelerate efforts. This is essential for rapid and successful implementation of HHS data reporting requirements. Additionally, support services, targeted outreach, and a small grants program are proposed to support implementation of coding standards. This section can also contain details around the following: 
· Analyze and identify recommendations to improve program governance 
· Update the program governance plan 
· Create and maintain a decision authority matrix by building upon the current decision-making processes 
· Track and monitor decisions in the SHIELD decision log and identify impacts to communicate decisions to committee stakeholders.
Strategic alignment between the many government and non-governmental stakeholders of SHIELD and is critical to the transformation needed to bring about laboratory data interoperability.  The steps proposed in this Strategic Plan must happen at many points in the clinical laboratory starting with manufacturing, ordering of tests, laboratory processing, and the many down stream uses of the data from clinical reporting, billing, surveillance, and research.

Table x below lists SHIELD stakeholders and the alignment that this strategic plan recommends. These range from policy changes, to investment and programmatic action. Both government agencies (federal and state) and non-government stakeholders (manufacturers, coding organizations, laboratories, and professional society) need to act to move the national laboratory system towards interoperable, efficiency and improved patient safety.  
Strategic alignment of stakeholders is proposed in three phases. The first phase will work to engage the leadership of the many stakeholders and develop more specific analysis of barriers to reform.  The second phase will be to develop and implement a plan to help the partner stakeholders to update and develop their procedures and process to support interoperability.  The third phase is to evaluate the efforts.  This would take place over a three-year period.  

The strategic alignment works with each stakeholder organization separately but also works to build a body that will provide governance and authority for interoperability in the future.  This body will coordinate across the many government agencies and private sector organizations that play a role in interoperability.

Phase one – Engagement and assessment

· Develop a case and value proposition for each stakeholder
· Work with Deloitte consultants to inform agencies about potential role in SHIELD in advance of formal contact.
· Propose that ONC director meet with agency and organization heads meet with stakeholder leaders with a plan for collaboration
· Form collaborative committee (SHIELD and agency members) for each stakeholder
· Develop work plan for committee to continue work and implement as planned
· Publication 
· First develop a draft plan for interagency governance of interoperability and hold first meeting of all agencies consider structure, functions and agents that would do this work.  An possible convener could be ONC or ASPE/
Phase 2- Implementation
· Agency/organization specific committees begin work to move forward policy and process reform
· Second meeting of all stakeholder leadership to review reports of Phase one and develop terms of reference of a coordination body
· Publications
Phase 3 – Evaluation
· Evaluate implementation including potential pilots to be able to view data flow for each part of process
· Establishment of interoperability governance body for ongoing and authority to coordinate interoperability into future
· Publications

Table X. Strategic Alignment Map


[bookmark: _Toc77585806]Strategy 4:  Tools and Knowledge Management
Strategies
· User Experience and Functionality - strategy for how stakeholders and end-users engage with the SHIELD tooling and available knowledge.
· Infrastructure and Integration - strategy for how the tooling and knowledge management environment will operate and integrate with external systems and standards. 
· Knowledge Management and Analytics - strategy for how LIVD knowledge will be captured, versioned, and curated over time in a highly reliable and patient-safe way.
· Quality Assurance and IV&V - strategy for ensuring the quality, fit-for-purpose, and usefulness of available knowledge.

Tactics
· Solor Knowledge Architecture
· Solor Analysis Normal Form (ANF)
· Solor Tinkar
· Understandable, Reproducible, Useful (URU) Principle
· Use-case-driven, Architecture-centric, iterative and incremental
· HRO Knowledge Management

[bookmark: _Toc77585807]Strategy 5:  Communication and Training
The communication committee will work to operationalize coordination, planning, management, and execution of multiple related initiatives across organizations utilizing appropriate level of support to realize shared vision of laboratory interoperability. The committee will contribute a Strategic Communications plan to build a transparent targeted, stakeholder- and data-informed communication campaign with clear channels of engagement and purposeful knowledge sharing. The communication plan will incorporate the following: 
· A plan to build the system 
· A plan to sustain the future state 

[bookmark: _Toc77585808]Strategy 6:  Working with Industry
Objective: The development and adoption promotion of semantic interoperability standards that are secure, well-structured, and easy to implement and maintain by IVD manufacturers.

Description of Intended Effort:
· Development and refinement of critical interoperability standards, including:
· LIVD on FHIR
· Expand LIVD and LAW functionality, including Value Set, UDI, and Specimen Mapping, as well interface improvements
· Support integrations with emerging frameworks (e.g. SOLOR)
· Support the development of the CLSI AUTO17 standard
· Foundational interface improvements
· Drive adoption by IVD manufacturers through concerted effort of continued evangelization and education
Major 2020-2021 Goals/Milestones:
· Launch SHIELD LIVD evangelization/ educational program. Drive IVD manufacturer and national lab groups adoption program (2021)
· Complete the requirements for functionality expansion of LIVD and LAW 
· Present at AACC and HIMSS (2022)
· Completion and launch of LIVD on FHIR standard (2022)
· Participation in HIMSS Interoperability Showcase to demonstrate LAW and LIVD support for interoperable systems (2022)
[bookmark: _Toc77585809]Strategy 7:  Monitoring and Evaluation



Monitoring the implementation of coding standards and reporting will be used to guide the implementation work of the project and better understand the needs of those doing the implementation. The extent and quality of implementation of the coding standards and resultant reporting are critical sustainability of HHS Protec. The Effectiveness Committee will deploy evidence-based evaluation methodologies to support the rigorous measurement of performance effectiveness and the interpretation of data to achieve results-driven improvements for semantic interoperability of laboratory data while promoting operational efficiencies. Monitoring and evaluation of the national implementation of SHIELD harmonized standards and maintenance over time is essential. 
It’s important that SHIELD is able to align the strategic objectives with actional goals, and measurable outcomes. For example, the Balanced Scorecard (BSC) methodology can be applied to identify specific metrics, and measures (KPIs) that tie directly to the vision and strategy of SHIELD as outlined by SHIELD members. The balanced scorecard measures an organization’s performance from four different perspectives: financial, internal business processes, customers, and learning & growth, all through the lens of the organization’s Vision and Strategy. This process addresses a concern many organizations have about the difficulty of linking their long-term strategies with short-term actions. The balanced scorecard gives the organization a mechanism to look beyond short-term financial measures as sole indicators of the organization’s performance. 
Regular evaluation of the extent of implementation of evaluation SARS LIVD mapping by clinical laboratories is needed. Those clinical laboratories that implemented LIVD mapping should be evaluated further to understand the impact on the quality of data improved received when transmitted to public health or other entities. It should also include an assessment of the capabilities of clinical laboratories and public health laboratories to collect, send and receive the data elements named in the HHS guidance as well as assessing the validity of being included in the lab data exchange stream.
[bookmark: _Toc77561085][bookmark: _Toc77561327]Key Performance Indicators
A SHIELD roadmap can be inserted here to show how strategy will meet execution. It will outline key outcomes that must be delivered over the duration of the project timeline in order to achieve the organization’s strategic vision. 
Table below describes artifacts and documents to be delivered by each Committee. Each document was given an ID number which is used in the Project Timeline.
[image: ]


[bookmark: _Toc77585810]ACTIVITIES ROADMAP


[how about a method approach…
Year 1 – discovery and evaluation
Year 2 – Design
Year 3 validate/prototype
Year 4 and + implementation
] 



[bookmark: _Toc77585811]FUNDING MODEL AND ALLOCATION
In order to deliver at the pace required and to singularly orient investments to business outcomes, a product-centric operating model has been suggested for SHIELD’s National Strategy for the Laboratory Interoperability and Pandemic Preparedness. This is a major cultural and operational change – and will result in better relationships with business and a less expensive, more efficient way to deliver higher-quality products.
[…. Continue]


[bookmark: _Toc77585812]MOVING FORWARD
[bookmark: _Toc77585813]APPENDIXES
1. Laboratory Data Interoperability Strategy for the COVID-19 Response and Pandemic Preparedness White Paper
1. SHIELD Strategic planning process document
1. Committee reports (this could include committee materials, meeting minutes, reports and committee purpose/charter/background statements)
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SHIELD Accountability and Key Performance Indicators



I. Introduction.	Comment by Pappas, Gregory: Intergrate accoutabliyt language. To make it less like project management…

The evaluation framework for this SHIELD Strategic Plan has adopted the models and approach of the Program Evaluation for Public Health Programs developed by the CDC.[endnoteRef:1] This framework for evaluation is in broad use in public health and has been used at the FDA.[endnoteRef:2]  The SHIELD Evaluation Framework is participatory and proposed as an on-going tool to support the long-term management of the SHIELD Strategic Plan.  The framework adopted is multi-layered and mixed method.  The first two steps (stakeholder engagement and program description) of the four steps proposed here are well described in other parts of this report.   [1:  CDC citation for framework https://www.cdc.gov/eval/framework/index.htm CDC Introduction to Program Evaluation for Public Health Programs:  A Self-Study Guide]  [2:  End note on CDRH and NEST framework.  Personal communication contact Gregory Pappas  CDRH has used the CDC framework for the CDRH’s Regulatory Science Metrics project https://www.fda.gov/medical-devices/science-and-research-medical-devices/cdrh-regulatory-science-priorities.  The CDC framework was also used to produce an evaluation plan for NEST, available upon request] 


The purpose of this this effort is multifold: to help guide and provide correction direction to the on-going implementation of the strategic plan, to help SHIELD and its supports to hold themselves accountable for investments made, and to provide information as part of the communication effort of SHIELD  



The framework for this evaluation effort is described as layered, participatory, and based on a logic model.  A layered evaluation directions attention to a variety of the metrics and milestone from global goals (including improving patient safety), efforts of partners i.e., federal agencies and private sector partners, and programmatic efforts of SHIELD.  The evaluation is participatory, meaning that it is on-going and will help re-direct implementation of the plan. To learn form the early stage of implementation and to accommodate changes in the environment the evaluation efforts will provide important to adjust and correct the future course of efforts.  Traditional evaluation has happened at the end of a program.  Participatory evaluation is integrated into the program management.  A logic model is also used to organized evaluation around the transformation of laboratory process beginning with the manufacture, through clinical facilities, to the end users of the data.



Further, the evaluation is linked to specific components of the strategic plan to make accountability very specific to groups responsible for activities.  



SHIELD Accountablity planning is based on the “CDC Introduction to Program Evaluation for Public Health Programs”   a “how to” guide for planning and implementing evaluation activities.  approach   The adapted the  six steps of the CDC evaluation framework (see figure x)  for the SHEILD .  

.[image: ]

The six steps of the SHIELD evaluation framework are listed below.  The first two steps have been accomplished as part of the early development of SHIELD and through the strategic planning process.  Steps 3 and 4 are developed in this section.  Steps 5 and 6 are referred to here to guide future activities, 

Steps of SHIELD Evaluation 

1. Engage Stakeholders 

This section of the report pulls together stakeholder engagement efforts that have been done previously and provides the evaluation framework with an understanding of the value of SHIELD to stakeholders.  An evaluation should provide evidence to stakeholders that value has been realized by building and using SHIELD. A description of stakeholder and the value they derive from SHEILD is descripted in section x of this Strategic Plan.



2. Describe the Program.

. A logic model is proposed describing NEST with inputs, activities, outputs, and outcomes to be used to evaluate SHIELD building on the xxxx in this report. Details and references describing the history and development of SHIELD are provided in Sections x, y z of this report.



3. Focus the Evaluation Design

The evaluation design recommend for SHIELD is multi-layered and mixed method.  The layers of the evaluation are set out in Figure x.    Within the base layer is the “logic model” called for by the CDC evaluation guide, which for SHIELD is the process by which harmonized coding is established as the expanded LIVD file and implemented at each step in the process by why laboratories generate data.  Activities of other ecosystem partners must be evaluated.   



4. Identification of Credible Evidence

Gather credible evidence to strengthen evaluation judgments and the recommendations that follow. These aspects of evidence gathering typically affect perceptions of credibility: indicators, sources, quality, quantity and logistics.  Metrics, milestones and case studies to evaluation SHIELD are recommended.  The information, data, and methods associated with the metrics and milestones are described.  



5. Justification of results

Justify conclusions by linking them to the evidence gathered and judging them against agreed-upon values or standards set by the stakeholders. Justify conclusions on the basis of evidence using these five elements: standards, analysis/synthesis, interpretation, judgment and recommendations.



6. Assuring the evaluation is used

Ensure use and share lessons learned with these steps: design, preparation, feedback, follow-up and dissemination



II. Focus the Evaluation Design: Layers, Logic Model and Methods



The evaluation design recommend for SHIELD is multi-layered and mixed method.  The layers of the evaluation are set out in Figure x.    Within the base layer is the “logic model” called for by the CDC evaluation guide, which for SHIELD is the process by which harmonized coding is established as the expanded LIVD file and implemented at each step in the process by why laboratories generate data.  Activities of other ecosystem partners must be evaluated.   



A. Layers
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Figure x.  Original image in another file that can be updated.



The layers of the evaluation framework are presented in figure x above.

At the highest-level metrics, milestones and case studies have been identified that support evaluation of the board mission of SHIELD.



The External Impact layer focuses evaluation of specific stakeholder actives, federal agencies, industry and major clinical laboratories that SHIELD recommends action toward creating interoperability. 



Internal Output involve actions for which SHIELD is responsible for.



Program outcomes are related to activities specific to the strategic plan and supportive of the broader strategic plan activities.



B. Logic Model





The logic model for evaluation follows the clinical laboratory process and flow of data to users.  To achieve interoperability the SHIELD strategic plan recommends action at each step.  The Evaluation Framework provides a way to create accountability around each of these activities.



NOTE: Arranged horizontally

1. Industry provision of LIVD file

2. Populating LIVD file online and tooling to support automation

3. EHR, LIS, and LMS accommodation of LIVD file

4. Application of SHIELD harmonized coding by clinical partners in EHR, LIS, and LMS

5. 
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III. Identification of Credible Evidence and Key Performances Indicators (KPI) 



A. Intro



B. KPIs in order and index.  

Metric

Goals

Data source

C. Dashboards



NOTES for this section…

E.g., of overall

Goal: implement SHIELD harmonized accurately in 50% of all IVD conducted in the US in 5 years.  25% in 3 years

Metric: ?

E.g., Component tracking

Track implementation in various systems that may agree to participate, e.g., NCATS/N3C

Goal: all 60 hospitals in N3C have all SHEILD coding for priority tests implemented in 5years, 100%

Goal: 50% of N3C hospitals implement SHIELD coding for priority tests in 3 years

E.g., committee specific

LIVD Expansion – milestone: adoption of a set of priority IVD to monitor 

Goal/Milestone: adopt and adapt a set of IVD for monitoring



LIVD File Expansion of increase % of IVD

Goal Provide a LIVD File for all high priority IVD in 5 years.  Provide LIVD File for 50% of IVD on priority list in 3 years

Metric: Number of IVD on LIVD file divided by total number of IVD on priority list.



KPI (Metrics, Milestones, and Case Studies)

DECLIEN in medical errors.  Get the ciation on medical errot as #3 cause of death.



A spreadsheet has been used to organize proposed metrics, milestones, and case studies that support the proposed evaluation.  The matrix follows the logic model proposed in the evaluation framework. key performance indicator

For this SHIELD Strategic plan we have adopted key performance indicators (KPI) as the term to include metrics, milestones and case studies. KPI stands for key performance indicator, a quantifiable measure of performance over time for a specific objective. KPIs provide targets for teams to shoot for, milestones to gauge progress, and insights that help people across the organization make better decisions.



Mission  impact -  the big metrics.

External Impact

	Number of systems in N3C  impacted

	Number of systems in x impacted

	Number of regional meetings

	Number of training

Internal to SHIELD partners

	Gov – LIS, LMS, and ERH vendors accomomate SHIELD

	LIVD Metrics

Implementation at the base level, the logic model



 Draft Dashboards

Draft dashboards, corresponding to the layers of the SHIELD Evaluation Plan are presented here.  The dashboards roll up the high-level metrics, milestones and case studies.





Figure 1 DRAFT. NEEDS TO BE ADAPTE
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The evaluation framework is indexed to these strategic priorities using the colors in Figure 1.  The high priority metrics, milestones, and case studies are rolled up into dash boards corresponding with these strategic priorities.  A rough draft of the dash boards is included in Appendix B.  







IV. Future steps for SHIELD evaluation.



Steps 5 and 6 of the SHIELD Evaluation Framework incovled interpretation of the data and sharing the finding with partners.  Because SHIELD is building evaluation into the on-going program these steps will be bulil into all evaluation activies.  





Appendix B: rough draft dashboards 
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Governance

Governing committee (box) listing members (links to CVs) and associated links to document

By laws (box with highlights and links)

Work Groups (box with list and links

Strategic plan (box with highlights and links, Evaluation plan link)



Solution Discovery &

Implementation

Quality standards (box which describes status of quality standards efforts and links)

Box with list of CRN that quality under the quality standards (links to pages descriping the CRN)

Box with list of data partners and links

Box with Patient Partners with links

Box with demonstration projects list and status (links to details

Key Functions &

Sustainability

Graphic – increasing in number of regulatory decisions using RWE over time by PMA, 510k, and denovo

Graphic – pie chart of Uses of RWE by clinical category (cumulative for agreed upon period

Box – case study of ROI and Days Saved in TVT CRN

Box with synopsis of Sustainability Plan and link

List of CRN with links to status and development plans



Communication and outreach

Box with communication plan

Line graph with number of tweets and publications over time

Box with list of partners with link to detail

Box with Brand recognition –case study

A band at the bottom of the dash board showing the number of hits on the website over time (see Sentinel)
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8 - 12 Years  


4 - 8 Years  


2 - 4 Years  


0 - 2 Years  


Goal   


Impact focused metrics   High level outcomes linked directly to  the strategic goals  


•   Improve  patient saf ety  through clinical  interoperability   •   Laboratory  Interoperability  achi eve d by  all   HIE   •   RWE  L aboratory  data used routinely for  regulatory  decision - making   


Key P erformance  Indicators  


External impact metrics   for  individual   stakeholde r  


•   Applications cite standards and guidance  related to research   •   External use of internally developed  computational tools   •   Research cited in an expedited PMA  


Internal output metrics   R elated  to en abling activities  on which other efforts de pend  


•   Str ate gic  alignment   milestones, e.g., policy  action  supporting   interoperability   including  pot ential regulatory action of federal  agen cies ,  adoption of LIVD file produc tion  by industry partners.   •      


Activity focused metrics   S pecific  to the  strategic   pl an  


•   Research collaborations with external  stakeholders   •   Publications   •   Patents   •   Presentations  


Mission  Impacts  
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Each IVD asks a ‘question’ of a specimen to get an ‘answer’.

-

1) Collect and prepare a specimen 2) Ask Question: 3) Provide Answer:
(nasopharyngeal swab). Does the nasopharyngeal swab contain:

Report

Influenza A antigens? q Influenza A antigens: Detected; ‘
Device Identifier: +  LOINC Codo: 43874-7 +  SNOMED-CT: 260373001

I

Influenza B antigens? _’ Influenza B antigens: Not detected
* LOINC Code: 43595-2 *  SNOMED-CT: 260415000
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Identify and describe the US laboratory universe that must be addressed to

b1 Coordination Landscape Analysis reach our goal and produce the master list of sites and schedule for outreach
Select metrics to measure goals (e.g., X% of all reporting entities achieve quality
CcD2 Coordination Metric Goals standard for specified variables)
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INTERVIEW PHASE

•

Interview key Pilot Site stakeholders

•

Assess current system architecture (e.g., LIS, EHR, middleware, terminology servers)

•

Primary Driver: Deloitte

1

DATA PHASE

•

Identify and collect terminological content from the Laboratory and Clinical systems (quarterly) 

•

Review and analyze data for accuracy and updates needed

•

Primary Drivers: Deloitte & Pilot Sites

2

ANALYSIS PHASE

•

Represent terminological content in Solor and conduct change analysis between LIS & EHR 

•

Interview Pilot Site and stakeholders again to understand the implications of the analyses

•

Primary Driver: Deloitte

3

ADJUSTMENT PHASE

•

Share suggestions from FDA’s SHIELD working group to the Pilot Site to update their systems as appropriate

•

Adjust systems as needed to improve interoperability regularly during the pilot (e.g., quarterly)

•

Primary Driver: Pilot Sites 

5

STUDY PHASE

•

Report evaluation results and present to FDA’s SHIELD group 

•

Solicit suggestions for Pilot Site for improving laboratory interoperability

•

Primary Drivers: Deloitte & SHIELD

4
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Current LIVD Process Flow  

Laboratorian

Manufacturer

Author Content

Publish Catalog

Get Catalog

Filter Excel Sheet to 

Find Correct Code

LIS                  .

Assemble Lab 

Results Data

EHR / Partner

Notify Manufacturer

Analyzer

Is the Catalog 

Complete?

Yes

No

Pain Points:

•

Decreased efficiency managing separate catalogs

•

Inadequate version control 

•

Increased time to address issues within a catalog

Pain Point:

•

Time intensive manual processes

•

Opportunity for human error

Manually Enter Data 

for LIS

Pain Point:

•

LIS terminology may differ 

from EHR/Partner
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DELAY IN CORRECT DIAGNOSIS 

THE IMPORTANCE OF LABORATORY DATA 

Lab Data makes up a significant portion of Electronic Health Records and significantly influences 

the care decisions your providers are making – therefore, it’s critical that the data is accurate

ADDITIONAL & UNNECESSARY 

TESTING FOR PATIENT 

INCORRECT TREATMENT PLANS 

Inaccuracies in lab data can lead to… 

Test Device 

Coordinating Lab 

Information System

Patient Electronic 

Health Record
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Laboratory Systems Problem:

•

Manual translation of lab tests to individual 

information systems using health IT standards 

(Meaningful Use standards)

•

Lack of granularity of concepts, which leads 

to inaccuracies in clinical data and therefore 

impacts patient safety

Our Solution:

•

Incrementally update laboratory data 

systems and measure the impact of these 

improvements via SHIELD data 

standardization

•

Reduce errors and labor-intensive 

processes in laboratories across the country, 

thus improving semantic interoperability
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FDA SHIELD Project Goals

•

This project will focus on updating laboratory systems and IVD data at demonstration sites to the adhere 

to best practices from the FDA SHIELD IVD Semantic Interoperability Working Group

•

The overall goal is to harmonize how laboratory data standards are practically applied to laboratory 

devices, laboratory information systems, and clinical information systems – thereby increasing semantic 

interoperability

Summary of Project Goals: 

•

Conduct an exploratory analysis of healthcare terminology data to identify differences that might 

exist within laboratory code data in EHRs and LIS’s

•

Assess electronic healthcare system interoperability pre- and post-implementation, including 

comparative associations with ICD codes and CPT codes, used for diagnosis and reimbursement 

claims 

•

Compile and prepare findings for dissemination/publication by SHIELD and IHIs

•

Increase semantic interoperability at each IHI and be an example to share with other healthcare 

systems to improve regulatory decisions, realize real-time epidemiology, enhance clinical decision 

support and enable research related to key diseases
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Terminology Concerns in LIVD and Solor’s Solution

Without Solor With Solor

No version control between Excel catalogs

Labor-intensive data mapping/authoring

Tedious filtering on Excel columns

High risk of errors

Export limitations

No central repository of various catalogs

Complications with data aggregation 

and analysis across labs 

Comprehensive Version Control  – controls 

status of each catalog item, and allows for 

modular appending of codes

Advanced Querying reduces error and 

complexity with improved searchability and UI 

with several export options (Excel, JSON)

Central repository of encoded catalog data


